Auth Guard (Admin)

1. create table and model for Admin.
2. Add admin guard and provider on config->auth.php

'guards' => [

'web' => [

'driver' => 'session',

'provider' => 'users',

],

'api' => [

'driver' => 'token',

'provider' => 'users',

'hash' => false,

],

'admin' => [

'driver' => 'session',

'provider' => 'admins',

],

],

'providers' => [

'users' => [

'driver' => 'eloquent',

'model' => App\User::class,

],

'admins' => [

'driver' => 'eloquent',

'model' => App\Admin::class,

],

],

1. Now simply create controller, view and routes form admin but we authenticate the admin using guard like this..:

if(Auth::guard('admin')->attempt(['email'=> $email, 'password'=> $password], $remember)){

return redirect()->intended('admin/home');

} else {

return redirect()->back()->with('warning', 'Invalid Email or Password');

}

}

GUIDE : for more information to get controller and get admin view code follow this link

<https://scotch.io/tutorials/how-to-implement-multiple-user-authentications-using-laravel-guards>